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	TECHNOLOGY APPLICATION



	IMPORTANT NOTES:  This Application is submitted to Travelers Insurance Company of Canada (“TICC”) and St. Paul Fire and Marine Insurance Company (“SPFM”).  In the event a policy of insurance is issued by TICC, any references to SPFM shall be inapplicable.  In the event a policy is issued by SPFM, then (i) any references to TICC shall be inapplicable, and (ii) for purpose of the Insurance Companies Act (Canada), this document is issued in the course of SPFM’s insurance business in Canada.
Attach copies of your standard contracts (which includes sales agreements, purchase orders, license agreements), most current audited or annual financial statements, loss runs for the past five (5) years, and any other information that you believe will help us better analyze and price your insurance coverage.  The information provided in this Application is the basis upon which a policy may be subsequently issued.  Should a policy be issued, this Application shall form part of any such policy.

Answer each question on behalf of all entities seeking insurance coverage, unless specifically requested otherwise. Complete all questions.  Indicate “N/A” if a question is not applicable.  If additional space is needed to properly address certain questions, please use the “Additional Comments” space at the end of this Application or attach additional pages as may be necessary with the details.  Throughout this Application, “you” or “your” means the Applicant identified in all parts of the Application.

	
PART I: GENERAL INFORMATION


The following questions apply to all coverages requested.

	
SECTION A: GENERAL INFORMATION

	
1.
Applicant: Full Name of proposed First Named Insured & other Named Insured(s):
	     
	

	
	     
	

	
2.
Number of Years in Business:
	     
	
	

	
3.
Mailing Address (including postal code):
	     
	

	
	     
	

	
4.
*Website Home Page Address(es):
	     
	

	
	5. List full corporate names of all Subsidiary corporations


(attach separate sheet if necessary):
	*List Website Address(es) (If different from above):
	

	
	     
	     
	

	
	     
	     
	

	
6.
List all mergers, acquisitions, or divestitures within the past 3 (three) years, including dates and whether the 
acquisition(s) were share or asset purchases and whether the divestitures were share or asset sales for each 
transaction.

 FORMCHECKBOX 
  Check here if none.
	

	
	     
	

	
	7.
Did your due diligence in connection with each transaction listed in question 6 above include the following:
	

	a) Review of prior and pending litigation?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	b) Evaluation of all outstanding contracts or service agreements to be included as part of transaction?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	c) Analysis of intellectual property rights, including any third party interest in or liens on these rights?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	*If any of the websites listed have a password protected member or subscriber area, provide temporary passwords and IDs or other information that will allow us to review the information contained on and purpose of these websites:      
	

	
SECTION B: INSURANCE

	1.
If you currently have insurance for Commercial General Liability (CGL), Errors And Omissions (E&O), Network And Security Liability, Communications And Media Liability or any first-party coverages, provide the following information:

	

	Coverage


Expiry Date

Insurer

Limit

Deductible

Premium

Retroactive Date

Commercial General Liability

     
     
$     
$     
$     
     
E&O Liability

     
     
$     
$     
$     
     
Network/Security Liability 
     
     
$     
$     
$     
     
Communications & Media Liability
     
     
$     
$     
$     
     
Expense Reimbursement (first-party) Coverage

     
     
$     
$     
$     
List the coverage on a separate sheet



	
	
	
	
	
	
	


	2.
What is the date you first purchased each of the following insurance coverage:

	E&O Liability:
	     
	Network/Security Liability:
	     
	

	Communications/Media Liability:
	     
	
	

	3.
Have you had continuous and uninterrupted coverage since this date for:
	
	
	

	        E&O Liability   FORMCHECKBOX 
 Yes  FORMCHECKBOX 
 No
	Network/Security Liability   FORMCHECKBOX 
 Yes  FORMCHECKBOX 
 No
	Communications/Media Liability   FORMCHECKBOX 
 Yes  FORMCHECKBOX 
 No

	
	
	
	
	
	
	

	
4.
Have you ever been declined, cancelled or non-renewed for Commercial General Liability, 
Errors And Omissions, Network And Information Security Liability, Communications 
And Media Liability or any first-party Insurance?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

If “Yes”, provide details:
	     
	

	
	     
	

	
	
	
	
	
	
	

	
SECTION C: COMPLAINTS, CLAIMS OR SUITS

	1.
Have you ever received a complaint concerning the products or services provided by you or independent contractors working on your behalf?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	a) If “Yes”, provide full details of the complaint, including how your company responded to this complaint:
	

	
	     
	

	
	     
	

	

b)
Explain (or provide a copy of) your company policy to handle these types of complaints:
	

	
	     
	

	
	     
	

	2.
Have you ever received a complaint concerning the content of your website or a customer website (including bulletin boards or chatrooms), e-mail, or internet service where the complaint pertains to:
	

	a) Disparagement, libel or slander?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	b) Infringement of copyright, title, slogan, trademark, trade name, trade dress, service mark or


service name?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	c) Unauthorized use of advertising material, slogan or title of others?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	d) Plagiarism or unauthorized use of material of others?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	e) Failure to protect the private or confidential information of others?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	f) Failure to prevent transmission of a computer virus?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	g) Failure to provide access to any third-party?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	(i)
If “Yes”, to any of the above, provide full details of the complaint, including how your company responded to the complaint(s):
	

	
	     
	

	
	     
	

	


(ii)  Explain (or provide a copy of) your company policy to handle these types of complaints:
	

	
	     
	

	
	     
	

	
	
	
	
	
	
	

	3.
Within the past five (5) years, have you received any notification that any of your material, content, products or services infringe on the intellectual property rights of another party?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

If “Yes”, provide full details:
	     
	

	
	     
	

	4.
Within the past five (5) years have you sued any customers for non-payment of fees?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

If “Yes”, provide full details:
	     
	

	
	     
	

	5. Within the past five (5) years, have you sustained any systems intrusions, virus attacks, hacking incidents, data theft or similar events?  If “Yes”, provide full details:
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	     
	

	
	     
	

	6. Within the past five (5) years, have you notified customers or employees that their information may have been compromised?  If “Yes”, provide full details:
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	     
	

	
	     
	

	


	7.
Does any *Described Authorized Person in your organization have any knowledge or information of any fact, circumstance, or incident that has resulted in a dispute or legal claim or may reasonably be expected to result in any dispute or legal claim against your company?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	*Described Authorized Person means:

· you, and your spouse if you’re an individual;

· any of your partners or members who are individuals, and their spouses if you’re a partnership or joint venture;

· any of your members or managers if you’re a limited liability company;

· any of your trustees if you are a trust;

· any of your lawfully elected or appointed officials, executive officer or director or member of your boards, if you are a public entity;

· any of your directors or executive officers if you’re a corporation or any other organization, or

· your risk manager or any leader of your legal, finance, risk management or other department that is responsible for insurance matters.


If “Yes”, describe below or attach complete details on a separate sheet:
	

	
	Date
	Description
	Actual or Estimated Dispute or Claim
	Currently In Suit 
or Arbitration?
	Status 
	

	
	     
	     
	$     
	 FORMCHECKBOX 
  Yes    FORMCHECKBOX 
  No
	 FORMCHECKBOX 
  Open    FORMCHECKBOX 
  Closed
	

	
	     
	     
	$     
	 FORMCHECKBOX 
  Yes    FORMCHECKBOX 
  No
	 FORMCHECKBOX 
  Open    FORMCHECKBOX 
  Closed
	

	
	     
	     
	$     
	 FORMCHECKBOX 
  Yes    FORMCHECKBOX 
  No
	 FORMCHECKBOX 
  Open    FORMCHECKBOX 
  Closed
	

	8.
List all current legal actions against you and any of your subsidiary companies:  (if NONE check here:  FORMCHECKBOX 
)
	

	

	     
	

	
	     
	

	


	     
	

	9.
Provide your claims experience for the past five (5) years for coverage requested:  (if NONE check here:  FORMCHECKBOX 
)

	
	Date
	Description
	Cost to Settle (Including Legal Fees)
	

	
	     
	     
	$     
	

	
	     
	     
	$     
	

	
	     
	     
	$     
	

	
	
	
	
	
	
	

	10.
What measures have been taken to prevent similar losses, claims or disputes in the future?
	

	

	     
	

	
	     
	

	
	     
	

	

	
SECTION D: COVERAGE REQUESTED

	
1.
Commercial General Liability:

	
	Effective Date
	Limit Requested
(Each Event Limit/ Aggregate Limit)
	Deductible
	

	
	     
	$     
	$     
	

	
2.
Coverage Requested:
	

	
a)
Select one or any of these Liability Coverages from the Cyber+ Coverage Form:
	

	
 FORMCHECKBOX 
  Errors And Omissions Liability;
	

	
 FORMCHECKBOX 
  Network And Information Security Liability; or
	

	
 FORMCHECKBOX 
  Communications And Media Liability
	

	
Limits of coverage requested (Each wrongful act limit/aggregate limit):
	

	
 FORMCHECKBOX 
  $1 000 000/$1 000 000    FORMCHECKBOX 
 $2 000 000/$2 000 000    FORMCHECKBOX 
 $3 000 000/$3 000 000
	

	
 FORMCHECKBOX 
  $4 000 000/$4 000 000    FORMCHECKBOX 
 $5 000 000/$5 000 000    FORMCHECKBOX 
 $10 000 000/$10 000 000
	

	
 FORMCHECKBOX 
  Other: 
	     
	

	
Deductible requested (Each wrongful act deductible):
	

	
 FORMCHECKBOX 
 $5 000    FORMCHECKBOX 
 $10 000    FORMCHECKBOX 
 $25 000    FORMCHECKBOX 
  $50 000   FORMCHECKBOX 
 $100 000    FORMCHECKBOX 
 Other:
	     
	

	b)
Select one or any of these first-party Coverages from the Cyber+ Expense 
Reimbursement Coverage Form:
	Sub-Limit / Deductible 
                  (waiting period)

	
 FORMCHECKBOX 
  Security Breach Notification And Remediation Expenses
	$      / $     

	
 FORMCHECKBOX 
  Crisis Management Service Expenses
	$      / $     

	
 FORMCHECKBOX 
  Business Interruption And Additional Expenses
	$      /         Hours

	
 FORMCHECKBOX 
  Extortion Expenses
	$      / $     

	
 FORMCHECKBOX 
  Computer Program And Electronic Data Restoration Expenses
	$      / $     

	
 FORMCHECKBOX 
  Computer Fraud
	$      / $     

	
 FORMCHECKBOX 
  Funds Transfer Fraud
	$      / $     

	
 FORMCHECKBOX 
  Telecommunications Theft
	$      / $     

	
	
	
	
	
	
	


	SECTION E: REVENUE

	

*Revenue means the gross income of a nonprofit or for-profit entity.  Examples of revenue include sources such as:

	· sales, receipts, fees, commissions;

· donations, contributions, dues, grants received by nonprofit and membership organizations; and

· any other type of income of nonprofit or for-profit entities.

Revenue does not include investment income, intra-entity revenue, and returns from overpayment of taxes.
	

	
	Source(s) of Revenue*
	Current Annual Revenue as of      

MM/YYYY
	Projected Annual Revenue
	

	
	Total Canadian Revenue
	$     
	$     
	

	
	Total U.S. Revenue
	$     
	$     
	

	
	Total Foreign Revenue
	$     
	$     
	

	
	Total Revenue
	$     
	$     
	

	
 1.
List the countries which account for your foreign revenue and the percentage breakdown of income derived from 
each:
	

	
	     
	

	
	     
	

	

	
2.
Employee Information:
	
	
	

	
	# of Employees
	Current Payroll
	

	
	Canadian Employees:
	     
	$     
	
	

	
	U.S. Employees:
	     
	$     
	List countries which account for your foreign employees:
	

	
	Foreign Employees:
	     
	$     
	     
	

	

	SECTION F: YOUR TECHNOLOGY BUSINESS ACTIVITIES

	
1.
Describe your business activities:
	

	
	     
	

	
	     
	

	

	2.
Provide the current percentage of revenues for all activities that apply, broken down in sub-categories:

Total % for the sum of a), b) and c) must be 100%

a) Software:
	

	

	
	Application Service Provider (ASP) / Software As A Service (SAAS):
	   %
	

	
	Contract Programming (describe):      
	   %
	

	
	Custom Software Development (describe):      
	   %
	

	
	Pre-packaged software development and sales:
	   %
	

	
	Value added resale and distribution:
	   %
	

	
	Retail Sales of software:
	   %
	

	
	
Types of software: Indicate % for each – total must be 100%
	
	

	
	
(i)
Information systems security software
	   %
	

	
	(ii) ERP (Entreprise Resource Planning), CRM (Customer Relation Management), Supply Chain or similar software and services: 

including consulting services
	   %
	

	
	
(iii)
Accounting, HR, payroll:
	   %
	

	
	
(iv)
Funds transfer and other financial or assets transactions type of software:
	   %
	

	
	
(v)
Video Games:


What is the rating of the video games? (E (Everyone), T (Teen), M (Mature))      
	   %
	

	b) Services:
	

	

	
	IT Outsourcing: including IT staff augmentation, help desk or other maintenance and support of the systems of others:
	   %
	

	
	Credit card processing services, including billing services:
	   %
	

	
	Consulting (describe):      
	   %
	

	
	Document imaging software services: including records management or storage:
	   %
	

	
	Information systems disaster recovery services and consulting:
	   %
	

	
	Information systems security services (describe):      
	   %
	

	
	Internet Service Provider or Online Service Provider (ISP/OSP):
	   %
	

	
	Web Site Developer:
	   %
	

	
	Web Site Administration:
	   %
	

	
	Website Hosting:
	   %
	

	
	Data Hosting:
	   %
	

	
	
(i) Co-location
	   %
	

	
	
(ii) Hosting services
	   %
	

	
	
(iii) Cloud hosting
	   %
	

	
	
(iv) Does (i), (ii) or (iii) Include additional services (such as firewall, anti-virus, back up, etc)?  FORMCHECKBOX 
  Yes    FORMCHECKBOX 
  No
	
	

	
	Integration Services:
	   %
	

	
	Information systems consulting, analysis and design:
	   %
	

	
	Training (describe):      
	   %
	

	
	Data processing Services, including maintenance, support and warehousing
	   %
	

	
	Telecommunications services (describe):      
	   %
	

	
	Maintenance of hardware/software upgrades:
	   %
	

	
	
	
	
	
	
	


	c) Hardware
	

	

	
	(i) Design, manufacture or sale of the following:
	
	

	
	· Servers, mainframes, personal computer & peripheral equipment (NOT including medical products):
	   %
	

	
	· Semiconductor devices or other electronic components (NOT including integrated circuits):
	   %
	

	
	· Integrated circuits:
	   %
	

	
	· Communications equipment:
	   %
	

	
	· Medical Products:
	   %
	

	
	· Is all of the above on as per your own specifications?    FORMCHECKBOX 
 Yes    FORMCHECKBOX 
  No   If “No”, provide % done on as per your own spec’s


(The remainder is deemed to be made as per clients’ specifications)
	   %
	

	
	(ii) Wholesale/resell of the following:
	
	

	
	· Servers, mainframes, personal computer & peripheral equipment (NOT including medical products):
	   %
	

	
	· Semiconductor devices or other electronic components (NOT including integrated circuits):
	   %
	

	
	· Integrated circuits:
	   %
	

	
	· Communications equipment:
	   %
	

	
	· Medical Products:
	   %
	

	
	· Contract manufacturing for others:
	   %
	

	
	· Retail sales of hardware or other related products:
	   %
	

	
	· Information systems security hardware (access card, readers, etc):
	   %
	

	3.
Please indicate the principal market(s) for your products or services (Please provide percentage breakdown):
	

	
	Agricultural:
	   %
	Environment/Pollution: 
	   %
	Marine:

Personal Use/Home PC:

Professional Services, (e.g. legal, accounting, medical or other services 
	   %
	

	
	Architectural/Modeling Software:

Automotive/Non-Robotic:
	   %

   %
	Financial Services, including banking, insurance or investment services:
	   %
	
	   %

	

	
	Aviation/Aircraft including Ground Support:
	   %
	Food and Beverage:
	   %
	provided by licensed professionals):
	   %
	

	
	Broadcasting (Radio, TV, etc.):
	   %
	Fund Transfer:
	   %
	Oil and Gas:
	   %
	

	
	Communications:
	   %
	Gaming:
	   %
	Railroad:
	   %
	

	
	Credit Card Processing/Transactions:
	   %
	Government (military):
	   %
	Scientific/Measurement:
	   %
	

	
	Data Security/Verification:
	   %
	Government (non-military):
	   %
	Technology Companies:
	   %
	

	
	Educational:
	   %
	Healthcare/Medical:
	   %
	Utilities:
	   %
	

	
	Emergency Services (e.g. 911, fire, security):
	   %
	Manufacturing/Industrial/Robotics:
	   %
	Other:
	     
	   %
	

	
	
	
	
	
	
	     
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
4.
What new products or services are to be released within the next twelve (12) month period?
	

	
	     
	

	
	     
	

	
5.
Do you anticipate any changes to your business activities within the next two (2) years?                            FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No
	

	If “Yes”, provide full details:
	     
	

	
	     
	

	

	6.
Have any products, services or operations been discontinued or recalled within the last five (5) 
years?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	a)
If “Yes”, describe in detail which products/services were discontinued or recalled:
	

	
	     
	

	
	     
	

	
	b)
Explain (or provide a copy of) your company policy and procedure for informing customers:
	

	
	     
	

	
	     
	

	

	
SECTION G:  PRODUCT DEVELOPMENT/QUALITY CONTROL

	1.
a)
Do you have a written system development methodology or quality control procedure?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	


If “Yes”, does it include the following:
	

	


(i)   Alpha testing
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	


(ii)  Beta testing
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	


(iii) Customer acceptance procedures
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	


(iv) Vendor certification process
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

b)
Do you keep the test results and test plan used in your quality control procedures for the life 


of the product?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	2.
Do your products/services comply with any widely accepted industry standards?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	If “Yes”, check all that apply:    FORMCHECKBOX 
  ISO 9000    FORMCHECKBOX 
  ISO13485    FORMCHECKBOX 
  UL/CSA    FORMCHECKBOX 
  Other:
	     
	

	
	                                                 FORMCHECKBOX 
  ANSI           FORMCHECKBOX 
  PCI-DSS      FORMCHECKBOX 
 EU/CE Mark
	
	


	3.
a)
Do you obtain written customer acceptance at pre-defined milestones or project stages?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

b)
Do you obtain written final acceptance, or other sign-off agreement from all customers upon 
delivery or completion of your products/services?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

If “No”, what are your acceptance procedures?
	     
	

	
	     
	

	4.
Do you have a post-implementation evaluation or review procedure in place?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

If “Yes”, describe fully:
	     
	

	5.
a)
Do you have a formal policy in place for handling customer complaints or requests?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

b)
Are all customer complaints or requests documented in writing?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

c)
Do you have an escalation process in place to resolve customer complaints or requests?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	6.
How long do you retain records?
	     
	

	7.
Within the past three (3) years, have you or your independent contractors experienced any project 
delays or past due contract issues with any customer?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

a)
If “Yes”, provide full descriptions of such situations:
	     
	

	
	     
	

	

b)
Explain (or provide a copy of) your company policy and procedures for handling these situations:
	

	
	     
	

	8.
What is the anticipated life of your products or services?
	     
	

	
9.
What features are built into your product/service that will prevent product/service failure?
	     
	

	
	     
	

	
10.
Explain how your customers are required to adhere to preventative maintenance, upgrade, calibration schedules:
	

	
	     
	

	
	     
	

	

	11.
Is physical installation of your products at the customer site performed by your employees or independent contractors?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No
 FORMCHECKBOX 
  N/A

	12.
a)
Do you provide maintenance for your customers?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

If “Yes”, explain:
	     
	

	b)
Do you subcontract such maintenance to others? If “Yes”, explain:
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	


	     
	

	
	     
	

	13.

What percentage of delivered products are returned or require repair on site at initial delivery?
	     %
	

	
14.
When and how do you notify your customers when you are going to miss a scheduled commitment?
	

	


	     
	

	
	     
	

	15.

a)
What percentage of your services are provided by independent contractors and/or subcontractors?
	     %
	

	
b)
Do you require independent contractors and/or subcontractors to provide proof of commercial 
general liability coverage (CGL)?
	 FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No
 FORMCHECKBOX 
  N/A

	

If “Yes”, what limit of liability do you require independent contractors/subcontractors to have?
	$     
	

	

	
PART II: Cyber+  ERRORS AND OMISSIONS LIABILITY

	**TO BE COMPLETED ONLY IF YOU ARE REQUESTING THIS COVERAGE.

	IMPORTANT NOTE:  Cyber+ Errors And Omissions is provided on a claims-made basis.  Where legal and applicable, defence expenses are included within the limits of coverage.  The retroactive date for your coverage is the first effective date of Errors And Omissions coverage with SPFM or TICC, as the case may be, unless we agree on a different date.

	
SECTION A: GENERAL INFORMATION

	
1.
What is the worst-case scenario to your customer or your customer’s operations if your product or service were to fail or 
stop working?
	

	
	     
	

	
	     
	

	
	     
	

	

2.
If your product or service were to fail, how many users could potentially be affected?
	     
	

	
	
	


	
3.
How would you rank your customer’s potential for consequential damages if your product or service were to fail or stop working?
	

	
	 FORMCHECKBOX 

Little or none
	 FORMCHECKBOX 

Average
	 FORMCHECKBOX 

High
	 FORMCHECKBOX 

Other:
	     
	

	

4.
How would you rate the technical sophistication of your average customer?
	

	
	 FORMCHECKBOX 

Little or no technical 
sophistication (first time 
users, or requiring training 
and support)
	 FORMCHECKBOX 

Average (frequent user 
requiring some training and 
support)
	 FORMCHECKBOX 

High (sophisticated user-
complex systems)
	

	5.
Do you provide continuing service, support or other remedy for discontinued products services or 
operations?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No
    FORMCHECKBOX 
  N/A

	
6.
Provide details of the five (5) largest contracts, projects or licensing agreements undertaken during the past five (5) years:
	

	
	Customer Type/Name
	Length of Contract (months)
	Project/Services/
Products Provided
	Revenue
	

	
	1.       
	     
	     
	$     
	

	
	2.       
	     
	     
	$     
	

	
	3.       
	     
	     
	$     
	

	
	4.       
	     
	     
	$     
	

	
	5.       
	     
	     
	$     
	

	

7.
What is your average and longest installation, service or project time-frame (in month(s)/year(s))?
	

	
	Average:
	     
	  FORMCHECKBOX 
  Month(s)    FORMCHECKBOX 
  Year(s)

	
	Longest:
	     
	  FORMCHECKBOX 
  Month(s)    FORMCHECKBOX 
  Year(s)

	

8.
What is the size of your average and largest contract, project or licensing agreement?
	

	
	Average:
	$     
	Largest:
	$     
	

	
9.
a)
What percentage of your services are provided by independent contractors and/or subcontractors?
	    %
	

	
b)
Do you require independent contractors and/or subcontractors to provide proof of errors and 

omissions (E&O) liability?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No
    FORMCHECKBOX 
  N/A

	

c)
If “Yes”, what errors and omissions (E&O) liability limit do you require Independent contractors and/or 
	

	

subcontractors to have?
	$     
	

	

	
SECTION B: CONTRACTS
(Please provide copies of “standard contracts” (which includes sales agreements, purchase orders, licence agreements) with this Application)

	1.
What percentage of projects are undertaken using a “standard contract”?
	

	
 FORMCHECKBOX 
  None
	 FORMCHECKBOX 
  1%-25%
	 FORMCHECKBOX 
  26%-50%
	 FORMCHECKBOX 
  51%-75%
	 FORMCHECKBOX 
  76%-99%
	 FORMCHECKBOX 
  100%
	

	

If “None”, fully describe the terms under which work is accepted:
	     
	

	


	     
	

	
	     
	

	
2.
Do all of your contracts contain the following provisions:



Arbitration clause
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Conditions of product/service acceptance
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Customer maintenance provision
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Disclaimer of warranties
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Exclusive Remedy
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Force Majeure
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Integration clause
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Limitation of liabilities
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Limitation of liability for consequential damages
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Project phases or milestones, including testing
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	

Hold Harmless agreement/Indemnity agreement
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	3.

How many of your customer contracts contain deviations from your “standard contract”? 
	     %
	

	4.
Are all “standard contracts” reviewed by legal counsel?  If “No”, explain:
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	     
	

	
	     
	

	5.
Who can approve any variation in a “standard contract’s” provisions?
	

	

 FORMCHECKBOX 
  In-house counsel only    FORMCHECKBOX 
  Other (Include title or department):
	     
	

	
	
	


	6.
Are all modifications or mid-term changes to “standard contracts” made in writing?
If “No”, describe when you would not require such changes to be in writing:
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	     
	

	
	     
	

	7.
Do you ever enter into contracts with customers where you accept liability for consequential damages?  If “Yes”, explain when and how often:
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
	     
	

	
	     
	

	8.
Do you enter into contracts that include a fixed time frame for completion of all or portions of the project?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
If “Yes”, do you require customer sign-off and acceptance of all milestones?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	9.
Does your sales and marketing staff receive training regarding acceptable and standard provisions in your “standard contracts”?
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
PART III: Cyber+ NETWORK AND INFORMATION SECURITY LIABILITY

	**TO BE COMPLETED IF YOU ARE REQUESTING THE Cyber+ E&O COVERAGE (PART II) OR IF YOU ARE REQUESTING THIS COVERAGE.

	IMPORTANT NOTE:  Network And Information Security Liability is provided on a claims-made basis.  Where legal and applicable, defence expenses are included within the limits of coverage.  The retroactive date for your coverage is the first effective date of Network And Information Security Liability coverage with SPFM or TICC, as the case may be, unless we agree on a different date.

	SECTION A: YOUR BUSINESS ACTIVITES ON THE INTERNET (including your subsidiaries)

	1. Check all that apply to your website(s):

	Information website only provides general information about you and your products or service
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	
Accessible website has log-in capabilities allowing access to secure or restricted content (e.g. accounts, subscriptions, or profiles) and/or allows user to upload or download secure data
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	Transactional website allows orders or purchases using credit card, debit card, bill or bill-pay payment
	    FORMCHECKBOX 
  Yes     FORMCHECKBOX 
  No

	2. Identify whether you or an outside vendor is responsible for operation of the following aspects of your Internet business activities.

	
	Web Hosting                  FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor
	Transaction Processing          FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor
	

	
	Web Maintenance         FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor
	Web Customer Service           FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor
	

	3. Do your contracts with your vendors for the above services address the following matters:

	
	a)
Provide you with indemnification for the vendor’s misconduct, errors, omission and negligence?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No  FORMCHECKBOX 
  N/A

	
	b)
 Identify the vendor’s responsibilities for safeguarding customer and confidential information?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No  FORMCHECKBOX 
  N/A

	
	c)
 Identify the security measures that the vendor will provide or follow?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No  FORMCHECKBOX 
  N/A

	4. Do you collect or store user-specific, private or confidential information through your website?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	

If “Yes”, describe the types of information:
	

	
	     
	

	
	     
	

	5. Do you share or sell any customer information with outside parties (including subsidiaries or affiliates)?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	

a)
If “Yes”, describe such information and with whom you share it:
	

	
	     
	

	
	     
	

	b) Does that conform to applicable privacy legislation?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	6. Do you collect data about children who use your website?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	

If “Yes”, describe the method you use to obtain parental permission:
	

	
	     
	

	
	     
	

	
	
	

	SECTION B: SECURITY POLICIES AND PROCEDURES

	1. Do you have a comprehensive written information security policy?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	2. Do you have written procedures governing how you make changes to your information security components or programs?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	3. Do you have a policy or procedure for the secure care, handling and storage of private, sensitive or confidential information on portable communications devices (laptops, smart phones, etc.)?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No


	
  a)
If “Yes”, does that policy or procedure require that information stored on such portable devices be 


encrypted?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
b) 
If “Yes”, how often do you perform audits to ensure compliance with your privacy policies?       
	


	4.
 Are your employees required to sign an Internet usage policy or statement?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	a)
If “Yes”, provide a copy of that policy or statement with this Application.
	

	
	b)
If “Yes”, do you require annual (or more frequent) review of those policies or statements?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	5. Is user-specific, private, sensitive or confidential information stored on your server(s) encrypted?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	6.
Is the responsibility for the secure care, handling and storage of private, sensitive or confidential information of others addressed in your contracts with your customers?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	a)
If “Yes”, does this include third party vendors responsible for end of lifecycle document destruction?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	b)
If “Yes”, does this include third party custodians such as housekeeping/maintenance or other third 
parties who may regularly have access to your premises?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	7.
At which points do you run anti-virus software? (Check all that apply)

	
	 FORMCHECKBOX 
  Desktops/laptops
	 FORMCHECKBOX 
  Network gateways
	 FORMCHECKBOX 
  Mail servers
	 FORMCHECKBOX 
  File servers
	 FORMCHECKBOX 
  Other:
	     
	

	
	a)
How often and by what method are virus signatures updated?
	     
	

	
	b)

Provide any other relevant information describing your computer virus management practices (e.g., virus screening 

performed by outside party).
	

	8.
Do you have formal procedures in place to report and respond to unauthorized attempts to access your computer network?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	9.
Do you maintain computer network logs and generate exception reports to monitor:
	

	
	a)
Unacceptable or restricted transactions
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	b)
Correcting or reversing entries
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	c)
Unsuccessful attempts to access restricted information on the site
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	10.
Safeguards:  Check all that apply, identifying who provides or maintains the safeguard:
	

	
	a)
Intrusion detection software
	 FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor

	
	b)
Vulnerability or penetration testing
	 FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor

	
	c)
Backup and recovery processes
	 FORMCHECKBOX 
 You    FORMCHECKBOX 
 Vendor

	11.
Describe your policies and procedures for identifying computer network vulnerabilities and obtaining remedial software
	

	
	patches:
	     
	

	
	     
	

	12.
Do you have a firewall installed and configured (hardened) to protect your network?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	If “Yes”, is there a firewall administrator accountable for maintaining this firewall?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	13.
Is a login ID and password (authentication) required to access secure areas of your website?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	14.
If your website or communications network were disabled, what is the worst-case scenario to the authorized user who accesses your website or communications network?
	

	
	     
	

	
	     
	

	
	     
	

	15.
a)
Do you have a written policy for document retention and storage, to include paper and electronic 
records?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
b)
Do you have a formal procedure for end of lifecycle destruction of paper and deletion of electronic 


records?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
c)
Do you use a third party vendor for either of above?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	16.
Within the past 3 years, have you conducted a third-party audit/assessment of your network and information security processes and practices?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
a)
Date of last third party audit/assessment:         b) Type of audit/assessment:      
	

	c)
Were any vulnerabilities discovered as a result of the third party audit or assessment?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	If “Yes”, provide details including steps taken to address the vulnerabilities that were identified.
	

	
	     
	

	
	     
	

	


	
SECTION C: DISASTER RECOVERY PLAN

	1.
How often are backups performed?
	     
	

	
2.
Is the backup verified to confirm that it is working?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	If "Yes", how often?       

	
3.
Is the backup stored outside of the premises?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	If "Yes", where and updated how often?       

	4. a) What plans are in place in the event of power outage?

b) How long could backup power run?

c) Is this long enough to give the time to protect critical information?  Provide full details.
	

	
	     
	

	
	     
	

	

	
5.
Do you have a generator?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	If "Yes", what is the fuel tank’s capacity?       ( FORMCHECKBOX 
 liters   FORMCHECKBOX 
 gallons)

	
6.
Are there any redundancies in place in the event of long-term interruptions? If “Yes”, describe fully.
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
	     
	

	
	     
	

	

	PART IV: Cyber+ COMMUNICATIONS AND MEDIA LIABILITY COVERAGE

	**TO BE COMPLETED ONLY IF YOU ARE REQUESTING THIS COVERAGE.

	IMPORTANT NOTE:  Communications And Media Liability Protection is provided on a claims-made basis.  Where legal and applicable, defence expenses are included within the limits of coverage.  The retroactive date for your claims-made and reported coverage is the first effective date of coverage with SPFM or TICC, as the case may be, unless we agree on a different date.

	
SECTION A: GENERAL INFORMATION

	1.
Do your business activities include or does your website contain, disseminate, or allow the following: (Check all that apply)

	

	
	 FORMCHECKBOX 

Interactive gaming or games of chance

 FORMCHECKBOX 

Advertising for or on behalf of third parties
	 FORMCHECKBOX 

Sweepstakes or coupons

 FORMCHECKBOX 

Music or video downloads, including P2P file sharing

  FORMCHECKBOX 

Domain name registration
	 FORMCHECKBOX 

Chat rooms, bulletin boards, blogs or other areas supporting user generated content

 FORMCHECKBOX 

Pornographic or sexually explicit material
	

	2.
Do you have a comprehensive written procedure in place for managing Intellectual Property rights?


If “Yes”, provide us with a copy.
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	3. 
Does your intellectual property clearance policy include the following:
	

	a) Legal review of all content prior to release or dissemination (including software code)?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	b) Intellectual property searches by outside law firm?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	c) Intellectual property searches by internal legal department?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	d) Acquisition of all necessary rights, licenses or consents of content used by or created by you?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	e) Acquisition of all necessary rights, licenses or consents of content owned by or provided by third parties?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	f) Internal audit of each operating department to ensure that intellectual property rights are being properly secured and your established procedures are being followed?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	g) 
Agreements with outside developers or consultants include provisions granting you ownership of the intellectual property rights and business methods incorporated into any work for hire performed for you or on your behalf?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	h) Require employees and “work for hire” contractors to sign a statement that they will not use previous employers’ or clients’ trade secrets or other intellectual property?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	i) Obtaining written permission of any website you link to or frame?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	j) Formal procedure for handling complaints of infringement?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	k) Formal training for employees regarding your policies for managing intellectual property?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	4. 
Do you use the material of others (such as text, video, graphics, photos or music) in your websites(s) or in other material printed, broadcast, published or distributed by you or by someone on your behalf?


If “Yes”, do you obtain written permission to use it?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	


	5. 
Do you hire outside website developers or consultants to provide work for you or on your behalf including development of content?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
If “Yes”, do your agreements with the outside developers or consultants include provisions granting you ownership of the intellectual property rights and business methods incorporated into any work for hire performed for you or on your behalf?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	6. 
Do you have a formal procedure for editing or removing controversial, offensive or infringing content from material distributed, broadcasted or published by you or someone on your behalf?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	
SECTION B: WEBSITE CONTENT OR SERVICES

	1.
Does your website, or any website(s) you manage for others, include chatrooms, bulletin boards 
or blogs? If “Yes”:
a) Do you have a written policy for monitoring and editing the comments and are edits done before the comments are posted?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
  No

 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
  No

	
b) Is your policy clearly disclosed to chatroom, bulletin board or blog users?
	   FORMCHECKBOX 
  Yes   FORMCHECKBOX 
  No

	

c) How often do you monitor and edit your bulletin boards, chatrooms or blogs?
	

	
	     
	

	
Attach a description of the target audience and subject matter for each chatroom, bulletin board or blog.
	

	2.
Do you have a written procedure for editing or removing controversial, offensive or infringing material from your website or any website(s) you manage for others?  If “Yes”, describe fully:
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
  No 

	


	     
	

	
	     
	

	
	     
	

	3.
Do you or does anyone on your behalf, review or monitor the content of your website(s) or website(s) you manage for others? (e.g., review for libel, slander, invasion of privacy, and infringement of intellectual property rights such as trademark and copyright)?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
  No  

	
If “Yes”, is the content of your website reviewed by a lawyer?  FORMCHECKBOX 
 Yes, in-house counsel    FORMCHECKBOX 
 Yes, Outside counsel    FORMCHECKBOX 
 No

	
4.
Do you post a privacy disclosure statement on your website or any website(s) you manage for 

others?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
  No  

	

If “Yes”, how often do you perform audits to ensure compliance with the privacy disclosure statement?
	

	
	     
	

	
	     
	

	
5.
If you are a website developer, do you transfer ownership of all licensed materials as well as the maintenance of license agreement when you transfer ownership of the website to your customers?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No  FORMCHECKBOX 
 N/A

	
	*Note: If the above question was answered “N/A” (not applicable), provide an explanation below:
     
	

	
	     
	

	
	     
	

	

	PART V:  FIRST PARTY EXPENSE REIMBURSEMENT COVERAGE

	**TO BE COMPLETED ONLY IF YOU ARE REQUESTING ONE OR MORE OF THESE COVERAGES (ALONG WITH Cyber+ NETWORK AND INFORMATION SECURITY LIABILITY).

	 FORMCHECKBOX 

Business Interruption and Additional Expense Coverage is not requested.  Skip this section.
1. How long would it take to restore your operations after a computer attack or unplanned system outage?

 FORMCHECKBOX 
  Less than 1 hour
 FORMCHECKBOX 
  Less than 8 hours
 FORMCHECKBOX 
  Less than 12 hours
	

	

Other:
	     
	

	2. 
Do you have alternate means of transacting business in the event of a network or web site outage?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	3. 
Within the last three years, have you experienced a network or web site outage as a result of a computer system disruption?
 FORMCHECKBOX 

Computer Fraud or Funds Transfer Fraud is not requested.  Skip this section.
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	4. 
Is dual authorization required for all wire transfers?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	5.

What is the average daily dollar volume of electronic funds transfers?
	$     
	

	6. 
Are transfer verifications sent to an employee or department other than the one who initiated the transfer?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No


	 FORMCHECKBOX 
   Telecommunications Theft is not requested.  Skip this section.
7. 
Have you been contacted by any long distance carrier regarding possible abuse of your telecommunications system?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	8. 
Have you discovered any telecommunications theft within the past three years?
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	9. 
Who is responsible for creating, maintaining and monitoring your Private Branch Exchange (PBX) system, and what is 
his/her title?       

	10. 
Does each location or system have the Call Detail Recording (CDR) feature?



If “Yes”, how often is this information reviewed?       
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	PART VI: NON-OWNED AUTOMOBILE COVERAGE

	**TO BE COMPLETED ONLY IF YOU ARE REQUESTING THIS COVERAGE ALONG WITH THE COMMERCIAL GENERAL LIABILITY.

	1.
Number of days (cumulative) that Canadian employees travel to the U.S. (with, or without a vehicle) for business purposes?      
	

	2.
Number of American employees who travel within the U.S. without their own personal vehicle for business purposes?      
	

	
3.
Do any employees use their own personal vehicle for business purposes?  If you answered "Yes":
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	

a)
how many on a regular basis?  Canadian:          American:      
	

	

b)
how many on an occasional basis?  Canadian:          American:      
	

	4.
From the numbers stated in question 3. above, how many Canadian employees use their own personal vehicle to travel to the U.S.?       

If this is not “zero”, please confirm:
· the total number of days (cumulative for all employees) on an annual basis, that employees use their personal vehicles to travel to the U.S.:       
	

	
5.
Do any of your employees (Canadians or Americans) lease/rent vehicles (short-term, <90 days) for business purposes?  If you answered “Yes”, confirm:
	 FORMCHECKBOX 
  Yes   FORMCHECKBOX 
 No

	

a)
the total number of days (cumulative for all employee) of short-term rentals in Canada:       
	

	

b)
the total number of days (cumulative for all employee) of short-term rentals in the U.S.:      
	

	6.
What was the total cost ($) for short-term rentals for the last twelve months?       $
	

	7.
When leasing, do you ALWAYS purchase the insurance that is offered by the rental company for:
	

	Liability

· In Canada?   FORMCHECKBOX 
  Yes
 FORMCHECKBOX 
  No
· In the U.S.?   FORMCHECKBOX 
  Yes 
 FORMCHECKBOX 
  No
	Physical Damages
· In Canada?   FORMCHECKBOX 
  Yes
 FORMCHECKBOX 
  No
· In the U.S.?   FORMCHECKBOX 
  Yes 
 FORMCHECKBOX 
  No

	

If the answer is “No”, explain why:
	

	
	     
	

	
	     
	

	
	     
	

	

If you use a credit card, attach the insurance coverage wording of the credit card to this application.
	

	
ADDITIONAL COMMENTS (Attach additional sheets if required)

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	     
	

	
	
	
	
	
	
	


	DECLARATIONS AND PRIVACY STATEMENT

	This Application is not a representation that coverage does or does not exist for a particular claim or loss, or type of claim or loss, under any insurance policy issued by SPFM or TICC.  Whether coverage exists or does not exist for a particular claim or loss under such policy depends on the facts and circumstances involved in the claim or loss and all applicable policy terms. Nothing contained in this Application shall constitute a binder or obligate SPFM or TICC to issue any contract of insurance.
The information provided in this Application is the basis upon which a policy may be subsequently issued.  Should a policy be issued, this Application shall form part of any such policy.
The undersigned is an authorized representative of the Applicant and certifies that reasonable inquiry has been made to obtain the answers to these questions.  He/she certifies that the answers are true, correct and complete to the best of his/her knowledge and belief.

The undersigned acknowledges that in order for St. Paul Fire and Marine Insurance Company and/or Travelers Insurance Company of Canada (collectively, “Travelers Canada”) to evaluate any application for Travelers Canada’s products, Travelers Canada will collect certain personal information about the undersigned, including the information contained in your application for a Travelers Canada product(s) and other information gathered through legal means.

The undersigned hereby consents to the following:

1. the collection, use and disclosure of the undersigned’s personal information for the purposes of underwriting bonds, policies of insurance and all other related insurance products offered by St. Paul Fire and Marine Insurance Company and Travelers Insurance Company of Canada (collectively “Travelers Canada”) and all related documentation, bond or policy management (which includes, handling customer complaints, any activities associated with extensions, renewals, substitutions and modifications of the bond or policy of insurance, and claims administration); and

2.
the use and disclosure of the undersigned’s personal information in the ordinary course of business by and to its affiliates, reinsurers, legal advisors, other financial institutions, regulatory bodies and any third party deemed necessary by Travelers Canada.  By providing information about a third party, such as a family member, director, officer, or employees, the undersigned represents he/she has obtained that person’s consent to the collection, use and disclosure in accordance with Travelers Canada’s privacy policy.

Travelers Canada’s Privacy Policy is available for review online at www.travelerscanada.ca.

If you have any questions about the Privacy Policy of Travelers Canada, please contact our Privacy Officer at 1.800.268.8447 or 416.362.7231. 
	

	
	
	
	
	
	
	


	     
	
	     
	
	     

	Applicant’s Signature

     
	
	Title

     
	
	Date

     

	Broker/Agent Signature
	
	City
	
	Date
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